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Abstract—The growth of online social networks has encouraged new ways of communicating and sharing information and is used regularly by millions of people; it now seems that these networks will be an enduring part of everyday life. The rapid growth of online social networks has also resulted in an increase in its use for significant criminal activities and perpetrators are becoming increasingly sophisticated in their attempt to use technology in order to evade detection and perform criminal acts. We have reviewed the existing literature of digital forensic investigation models and frameworks, most have quite similar approaches, and some of the models are generic which do not focus on the purpose of the investigation. In addition, there is no standard and consistent model, only sets of procedures and tools, thus many digital crime investigations are performed without proper guidelines. Moreover, there is no model built specifically for online social networks but in contrast digital crimes related to them are growing rapidly. To address these challenges, we have developed a standard model of digital forensic investigation for online social networks in this research. This model incorporates the existing traditional frameworks, allowing us to compile a comprehensive digital forensic investigation model specifically for the networks. In order to implement the model, we will develop a tool that is capable to automate searching, extracting, filtering and reporting important information in the networks without having to search manually.
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I. INTRODUCTION

Recent years have seen a massive increase in the number of online social networks such as MySpace, Facebook, Twitter and Friendster which facilitate a high degree of user personalisation and user intercommunication. Online social networks are defined as web-based services that allow individuals to construct a public or semi-public profile within a bounded system, articulate a list of other users with whom they share a connection, and view and traverse their list of connections and those made by others within the system [1].

Criminals are becoming increasingly sophisticated, attempting to use technology in order to evade detection and perform criminal acts. This happens in virtual worlds using computers as a communication medium allowing online transactions and giving fraudsters new methods for attacking systems [2]. For this reason, it emerges of value to present a systematic approach that can be used by digital forensics investigators attempting to resolve such types of network-based cyber crime, to help ensure that any digital evidence recovered can be used in a court of law.

Computer forensics is used as an investigative tool in order to allow the investigator to determine what has occurred, when it occurred, where it occurred, why it might have occurred and hopefully who is responsible [3]. All of this information is required to ensure that there is sufficient evidence to prosecute criminals. The main challenges among the process of computer forensics include performing the analysis and reporting the results to ensure that the evidence is consistent and reliable for prosecution of criminals in a court of law.

In this paper, we present a comprehensive digital forensic investigation model specifically for online social networks. The model is separated into two environments which are physical and digital environments that reflect the scene of investigation. The novelty of this work is therefore the development of this model, along with development of a tool that will support online social networks investigation and analysis process.

The organisation of this paper is as follows. Section II explains previous digital forensic investigation model. In Section III we present our proposed model and Section IV shows analysis of existing online social networks related applications. Section V will discuss about the tool that will be developed to support the implementation of our model. Finally in Section VI we present our conclusion and suggest future work.

II. PREVIOUS DIGITAL FORENSIC INVESTIGATION MODEL

There are various number of authors that have proposed digital forensic investigation models and frameworks for
example Kruse and Heiser [4], The U.S. Department of Justice [5], Carrier and Spafford [6], Lee [7], National Institute of Justice [8], Reith [9], Ciardhuáin [10], Ieong [11] and Yong-Dal [12].

From the existing models mentioned above, a few issues can be raised. Firstly, the models proposed are basically developments of earlier models and most have quite similar approaches. Secondly, some of the models are generic and do not focus on the purpose of the investigation [13]. Obviously there is no standard and consistent model, only sets of procedures and tools, thus many digital crime investigations are performed without proper guidelines. Moreover, there is no model built specifically for online social networks but in contrast digital crimes related to these networks are growing rapidly [14-17]. This aspect will be discussed thoroughly in the next section.

III. THE PROPOSED MODEL

In Section II we have reviewed the existing literature of digital forensic investigation models and frameworks. We have found that although there are a number of digital forensic investigation models already developed, most have quite similar approaches, there is no standard and consistent model, only sets of procedures and tools, thus many digital criminal investigations are performed without proper guidelines. Moreover, there is no model built specifically for online social networks. In contrast digital crimes related to these networks are rapidly growing in number.

Our aim is to develop a specific model for investigation in online social networks and then we will develop a prototype that reflects the forensic investigation process in online social networks based on the model that has been developed before. Fig. 1 shows the model of digital forensic investigation for online social networks that we have proposed.

The proposed model comprises the whole process of online social network investigation. Hence we have divided the whole process of investigation into two environments. The physical environment consists of activities that are carried out before the investigation. These are preliminary activities including notification from the enforcement body, planning of how to conduct the investigation and also surveying of any physical crime scene and evidence present. After these activities have been completed, investigators will proceed to the digital environment where they will carry out investigation and analysis of online social networks using a prototype that will be developed. The next activity will shift back to the physical environment where all the evaluation process take place. The following list describes all activities in detail. The explanations of each process are as follows.

A. Preliminary

1) Acknowledgment: This is the first step of an online social network forensic investigation where a case or an audit is requested from an external organisation such as the police, customs, or a company. The process consists of establishing details of an event from the organisation and what they expect from the investigation. There is no technical component in this process.

2) Construction: After all the details are collected from the organisation, a thorough plan must be constructed. Planning will include operations, infrastructure, and authorization from relevant people/organizations. The difference between our construction process and previous models is in the infrastructure component, where the investigator needs to determine the type of online social network to be investigated, determine if there is any data including the suspect or victim’s profile or any other information gathered from the network that can be used in the next process of investigation. Besides, this activity will carry out any relevant issues such as checking whether the investigation needs authorisation or any special equipment required in the investigation process. This process also includes authorisation if required from the online social network’s authority which will require a process of application for permission to investigate confidential information in that particular online social network.

3) Notification: This activity will depend on the investigation. For digital crime investigations this activity will be waived. For audit purposes, on the other hand, the audited person will be notified.

4) Survey: There is only one model that was developed by Carrier and Spafford [6] involving a survey of the physical crime scene and the identification of pieces of physical evidence. In our proposed model, besides carrying out an investigation of physical issues, the survey also involves study of the machine used and also the social network itself.
B. Investigation

1) **Identification**: This activity will be carried out by implementing the prototype to be developed. First we will identify any evidence or supporting information that might be available in an online social network. For example the name of a suspect and a victim will be given to enable us to conduct a thorough investigation of a case. For the case of auditing, we need to identify the person that will be audited.

2) **Searching**: Based on the relevant data gathered from the investigation process, we will run a thorough search that enables us to discover relevant data automatically. There are a large number of different types of data that can be collected and used as evidence or supporting information that might be extracted from an online social network, as follows:

- Name
- Profile picture
- User ID
- Gender
- Birthday
- Religious views
- Education history
- Work history
- Hometown
- Current
- Location
- Friend requests
- Family and relationships
- Network
- Music
- TV
- Movies
- Books
- Activities
- Posts in News Feed
- Chat
- Groups
- Website
- Status updates
- Links
- Notes
- Events
- Photos/videos
- Tagged photos and videos
- Messages in inbox

3) **Filtering**: The filtering activity will scale down and focus the investigation on relevant information and discard any irrelevant information.

4) **Capturing**: Information collected through filtering will be captured in the best way to ensure the integrity of the data is sustained. The data itself will be analysed in the next process.

C. Analysis

A thorough analysis will be carried out based on the information collected from the previous activities. This activity will be supported by a module in the prototype to be developed.

1) **Hypothesis**: This activity consists of developing a hypothesis for the case to support any discovered evidence.

2) **Reporting**: The reporting activity will involve documenting the analyzed data and evidence gathered from the previous process, as well generating a detailed report of a suspect (or audited person) and others related to the case.

D. Evaluation

1) **Presentation**: The report that has been prepared in the previous activity will be presented to the relevant people. For example, if a police case is executed, the report will be presented to the jury. If it is a company investigation, the report might be presented to the company management.

2) **Justification**: In this activity, investigators will have to rationalize the validity of the evidence and will need to defend it against any doubt or challenge.

3) **Review**: If the evidence presented has any reasonable doubt, the investigation will be reviewed. The investigators will decide whether they should revert to one of the previous activities in order to discover more evidence. Otherwise, this activity can be waived.

IV. **ANALYSIS OF ONLINE SOCIAL NETWORK RELATED APPLICATIONS**

We have performed tests on a number of applications to select any significant features that can be applied in our research. In terms of online social network investigation, visualisation of these networks is important to facilitate the examiner in determining the direction of investigation and narrow down its scope [18]. As visualisation is applied in an investigation, investigators will be able to see the complexity of network that represents one’s online community. For instance if an account that represents a suspect has thousands of acquaintances, it’s likely to be particularly hard for an examiner to find any significant information or evidence because of the multifarious nature of people in the community.

Fig. 2 shows an example of online social network complexity [19]. Based on the mapping of a Facebook account, we can see a user and the links to her community. However the tools can only map a user’s social community with limited useful additional information. There is a great deal of similarly important information required to investigate a case. For instance a user’s personal information, information shared by people in the community including messages, photos, videos and links (among others). However, the capability of this tool to group people based on certain criteria such as their geographical location, and similarities between information such as the schools they have attended the same workplace or based on their relationship is an advantage and can be applied in our application. Nevertheless we can enhance this feature by filtering our result through selecting only desired groups of people to narrow down our investigation.
We have conducted an experiment on an application that maps an online social network and information within the network [20] as shown in Fig. 3. This experiment is carried out by first selecting a user account; the application will start the mapping process with the result as shown in the figure. In the figure we can see links between a user and his/her community representing the social circle of the account owner. The information displayed includes photos, blogs and also the network location of the people involved. However, the tool is only capable to map a user and his/her community with an extra feature of listing the network but unable to filtering desired group of people or select information that is required. We need those features in our application so that the outcome of our application can aid investigators to perform their investigation of online social networks.

V. IMPLEMENTATION OF THE MODEL

In Section III we have discussed thoroughly about the model that we have designed. The model is divided into two environments: the physical and digital environments. We have also considered how the prototype can be developed to execute the activities in a digital environment. While in the previous section we have discussed about online social networks related applications that we have examined and discussed about the features that can be applied in developing our tool prototype. Based on those discussions, we will develop the prototype that reflects the process in our model and the prototype must be able to fulfil our requirements in order to produce an efficient tool for online social networks forensic investigation.

The prototype that will be developed will have several functions. In order to accomplish the crucial process of a forensic investigation in online social networks, the prototype should have these functionalities:

1) **Auto generating:** The prototype should be able to generate data based on queries given by examiners, thereafter the prototype will do the rest of the process in searching, analysis and reporting of a particular examination. Hence, there will be very minimal human involvement in application of the prototype. TABLE I shows data provided by most of online social networks and information that can be acquired from the online social networks to develop a profile or profiles of people being investigated and also to collect any significant evidence or supporting evidence.

2) **Ability to search and filter data:** A technique to search data automatically will be developed according to specific conditions demanded by an examiner. Subsequently the searched data will be filtered in order to discover relevant data from the searching process.

3) **Ability to report comprehensively:** The prototype that will be developed should be able to create a report based on the previous process and will provide significant information from the investigation.

4) **Ability to provide a time-efficient prototype:** We will concentrate on techniques able to fulfil steps within the digital forensic investigation in online social networks that have suitable complexity. The aim is to ensure they can be used over realistic timescales.

5) **Ability to run and perform analysis of multiple searches of an individual’s online social network accounts:** The prototype will be able to search and analyse different networks of an individual to increase the quantity of any supporting information that can be gathered.
TABLE I. DATA TYPES IN ONLINE SOCIAL NETWORKS AND INFORMATION ACQUIRED

<table>
<thead>
<tr>
<th>Data</th>
<th>Information acquired</th>
</tr>
</thead>
<tbody>
<tr>
<td>Name</td>
<td>User identification</td>
</tr>
<tr>
<td>Profile picture</td>
<td>User identification</td>
</tr>
<tr>
<td>User ID</td>
<td>User identification</td>
</tr>
<tr>
<td>Gender</td>
<td>Personal information</td>
</tr>
<tr>
<td>Birthday</td>
<td>Personal information</td>
</tr>
<tr>
<td>Religious</td>
<td>Personal information</td>
</tr>
<tr>
<td>Political views</td>
<td>Personal information, user interests</td>
</tr>
<tr>
<td>Education history</td>
<td>Personal background</td>
</tr>
<tr>
<td>Work history</td>
<td>Personal background</td>
</tr>
<tr>
<td>Hometown</td>
<td>Location</td>
</tr>
<tr>
<td>Current location</td>
<td>Location</td>
</tr>
<tr>
<td>Friend requests</td>
<td>Social links</td>
</tr>
<tr>
<td>Family and relationships</td>
<td>Social links</td>
</tr>
<tr>
<td>List of friends</td>
<td>Social links</td>
</tr>
<tr>
<td>Networks</td>
<td>Social links, location</td>
</tr>
<tr>
<td>Music</td>
<td>Social links, user interests</td>
</tr>
<tr>
<td>TV</td>
<td>Social links, user interests</td>
</tr>
<tr>
<td>Movies</td>
<td>Social links, user interests</td>
</tr>
<tr>
<td>Books</td>
<td>Social links, user interests</td>
</tr>
<tr>
<td>Activities</td>
<td>Social links, user interests</td>
</tr>
<tr>
<td>Groups</td>
<td>Social links, user interests</td>
</tr>
<tr>
<td>Website</td>
<td>Social links, user interests</td>
</tr>
<tr>
<td>Status updates</td>
<td>Social links, text-based information</td>
</tr>
<tr>
<td>Links</td>
<td>Social links, text-based information</td>
</tr>
<tr>
<td>Notes</td>
<td>Time, date, social links, text-based information</td>
</tr>
<tr>
<td>Events</td>
<td>Time, date, location, social links, multimedia-based information</td>
</tr>
<tr>
<td>Photos/videos</td>
<td>Time, date, location, social links, multimedia-based information</td>
</tr>
<tr>
<td>Tagged photos and videos</td>
<td>Time, date, location, social links, multimedia-based information</td>
</tr>
<tr>
<td>Messages in inbox</td>
<td>Time, date, social links, text-based information</td>
</tr>
<tr>
<td>Posts in News Feed</td>
<td>Time, date, social links, text-based information</td>
</tr>
<tr>
<td>Chat</td>
<td>Time, date, social links, text-based information</td>
</tr>
</tbody>
</table>

VI. CONCLUSIONS AND FUTURE WORK

In this paper we have reviewed the existing literature of digital forensic investigation models and frameworks. We described existing digital forensics investigation models and frameworks and found these to generally involve the process of identifying, preserving, analysing and presenting digital evidence. For the purposes of general investigation (e.g. analysis of a hard disc), there are various tools available because they are produced according to general investigatory requirements. Nevertheless, to conduct investigations in online social networks, these tools are not suitable because they do not provide specific functions and options as discussed in the previous section. There are very few analysis tools that are able to analyse online social network datasets with very limited capabilities as discussed in Section IV. To deal with these shortcomings, there is a need to establish a standardized forensic investigation process for these networks, thus we have developed a comprehensive online social network digital forensic investigation model and we will develop a tool prototype to fulfil the essential requirements of online social network digital forensic investigations. We have made some refinement of the phases to ensure that the model is moulded carefully to the requirements of online social network digital forensic investigations.

Since this is an ongoing project, we intend to work further in a number of directions. First, we will develop an algorithm to ensure that the objective of systematic investigation and analysis process as described in our model is accomplished. We will carry out a number of case studies to validate the algorithm. Subsequently, we will develop the algorithm and we will carry out evaluations of the prototype to make sure the purpose of developing this model is met and that the functionalities meet the essential requirements of the online social networks digital forensic investigation model.
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